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******* 1st CHANGE ******
[bookmark: _Toc19542350][bookmark: _Toc35348352][bookmark: _Toc152835984]3	Definitions and abbreviations
[bookmark: _CR3_1][bookmark: _Toc19542351][bookmark: _Toc35348353][bookmark: _Toc152835985]3.1	Definitions
For the purposes of the present document, the terms and definitions given in TR 21.905 [1] and the following apply. A term defined in the present document takes precedence over the definition of the same term, if any, in TR 21.905 [1].
Developer: A creator of systems, components, or services for use on or with a 3GPP network.
Expert knowledge: Possesing skills, training and experience in analysing and understanding security threats in a wide variety of situations.
Identifiable person: one who can be identified, directly or indirectly, in particular by reference to an identification number, name or to one or more factors specific to their physical, physiological, mental, economic, cultural or social identity. 
NOTE 1: 	personal data can be gathered from user data and traffic data.
Local access: Communication through a direct network access interface.
Machine Accounts: accounts used for authentication and authorization from system to system or between applications on a system and cannot be assigned to a single person or a group of persons.
Network Element: As defined in TS 23.501[18]
Network Function: As defined in TS 23.501[18]
Network product: As defined in TR 33.916[19]
Network product class: As defined in TR 33.916[19]
Owner: The person or enity responsible for creating and maintaining content. The person or enity determines who has access to the content and the content permissions.
Personal data: any information relating to an identified or identifiable natural person ('data subject').
NOTE: 	void
Remote access: Communication through an external network access interface.
Screenshot: A digital image that shows the contents of a display.
Sensitive data: data used for authentication or may help to identify the user, such as user names, passwords, PINs, cryptographic keys, IMSIs, IMEIs, MSISDNs, or IP addresses of the UE, as well as files of a system that are needed for the functionality such as firmware images, patches, drivers or kernel modules. 
System group account: a predefined system account in the network product, usually with special privileges, which has a predefined user id and hence cannot be tied to a single user (individual) in a normal operating environment. 
EXAMPLE:	the 'root' account.
Vendor: A commercial supplier of 3GPP network software or hardware.
Vulnerability: As defined in TR 33.916[19].
Automatic assessment tool: Software system used to automate the evaluation of computer programs, systems and/or networks
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